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Overview

wePresent WiPG-1000 is a professional wireless presentation gateway. With
the revolutionary “interactive” and “wireless” features, wePresent
WiPG-1000 enables users to deliver presentations wirelessly from a PC, Mac,
iPad, iPhone or any Android device to a projector, to use a tablet or
smartphone to control the projecting PC/Mac, and to view the presenting
slides!

Basic Features

e Wireless screen and audio projection

e Remote desktop control

e Support Windows: 7 /8 /10

e Support macOS: 10.9 and above

e Plug and show! You can create your own USB Plug & Show token
(USB drive). Just plug the token into your PC/Mac, and a
presentation can be started in seconds (no software installation is
required).

e The MirrorOp Presenter app supports iOS/Android mobile devices

e High-speed projection (up to 30 fps)

e 4-to-1 split screen projection (turn one projector into four; increase
meeting productivity right away)

e Conference control (allow moderators to streamline meetings)

e Provide session security login, wireless WEP/WPA/WPA2 key and
gatekeeper functions to protect presentation contents and maintain
office network security

e Web management (including the software download and device

settings)
e Support the WiFi AP-Client mode
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Package Contents

e wePresent WiPG-1000 Base Unit
e Power Adapter (DC +5V, 2.6A)

e Two Detachable WiFi Antennas

e Quick Installation Guide

e Warranty Card

e CE DoC and Warning Statement

Physical Details

Front Panel

Power Button/LED Indicator

l o =I 3

. USB Port
Description
Power Button and LED Power on/off button.
Indicator LED indicator: red - system loading,

green - system ready
USB Port (Front) 2 USB ports for USB mouse/keyboard/thumb
drive
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Rear Panel
Ethernet Port HDMI Port Power Jack
USB Port VGA Port Audio Jack
0O O (Fosooo ))
o(=x)o
< &5 ol

WiFi Antennas

Description
WiFi Antennas 2 detachable antennas for better WiFi performance
USB Port (Rear) USB port for USB mouse/keyboard/thumb

drive/IWB device (HID type)
Ethernet Port 10/100M RJ-45 port
VGA Port For VGA projector/display
HDMI Port For HDMI projector/display
Audio Jack (3.5mm) For speaker
Power Jack DC5Vin
Bottom Side

Reset Button
Description

Reset Button

For hard reset
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* * *To perform a hard reset to restore your WiPG-1000 device to the factory

default settings, please follow the below procedures:

1. Long press the reset button and hold.

2. Turn on the WiPG-1000 and wait for over 10 seconds until the LED
indicator turns green.

3. Release the reset button.

4. The WiPG-1000 will be restored to the factory default settings.




What You Might Need

e Projector/display with VGA/HDMI interface (Required)

e Ethernet cable (Required if you want to disable the WiFi of the
WiPG-1000)

e Windows or Mac computer

e AppleiPhone, iPad or iPod touch

e Android phone or tablet

e Speaker

e USB mouse/keyboard

e USB HID IWB device

Hardware Installation

1) Connect the WiPG-1000 to the projector/display through the VGA/HDMI
port and turn on the projector/display power.

Projector

) )

VGA/HDMI VGA/HDMI

2) Connect the power adapter to the WiPG-1000 and press the power
button to turn on the device. The system is ready when the LED indicator
turns green.

o The default standby screen as shown below will be displayed when
the system is ready.
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Login code

Hostname «—BBEREEENTEE Code: 1234

I~ 192.188.100.10
IP Address , :

wePresent

_‘mmlhm

Software

or app stores

- s
&

EMABLING BRIGHT OUTCOMES

3) If you disable the WiFi of the WiPG-1000, you need to connect the device
to an existing IT network through an Ethernet cable.

4) Insert the speaker cable to the WiPG-1000 audio jack for audio output. (A
speaker is required for audio output when using VGA.)

5) Insert the USB mouse/keyboard/IWB device to the WiPG-1000 front/rear
USB port for OSD (On-Screen Display) control or remote control.
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Standby Screen of the Projector/Display

1) The following information will be shown on the standby screen: (a)
software download instructions; (b) WiFi network name or SSID [default
SSID is WiPG-1000-xxx (xxx are the last three numbers of the MAC ID
shown on the bottom side of the WiPG-1000 device)]; (c) IP address
[default IP address is 192.168.100.10]; (d) login code.

2) If there is any sender device connected to the WiPG-1000, click on E

and a list of connected sender devices will be shown on the standby
screen. The conference moderator can use the USB mouse/keyboard to
select which device to use and control it remotely.

ial

- / (enable/disable the “Conference Control” mode): When
the “Conference Control” mode is on, only the moderator can decide
which user to project his/her screen to the projector/display. That is to

say, users are not allowed to project their screens freely.

3)

~ WiPG-1000-78C )
IF 192.168.100.10 Code: 1234

wePresent

Q il S
Get MirrorOp Soft 7 =Y
froi IP acli;::?:abopve r?ap::l?arees f | "I"“H“I ‘ 4 /; \

\ kA

o N | S

hittp://IP address

ENABLING BRIGHT OUTCOMES

4) If you need more advanced information, please click the “Setup” icon




and you can: (a) find the FW version, resolution, and WiFi security
information; (b) make a Plug & Show USB token (click on the “Make PnS
Token" to copy the Plug & Show MirrorOp application for Windows and
Mac to the attached USB drive).

Note:

¢ Just plug the token (USB drive) into your PC/Mac, and a presentation
can be started in seconds (no software installation is required).

& The difference between the portable version and installed version of
the MirrorOp Sender app lies in the following:

(a) The installed version of the MirrorOp Sender app supports the UolP
(USB over IP) and SidePad features of the connected WiPG-1000
device, but the portable version does not. [These differences only
apply to Windows users.]

e The UolP feature of the WiPG-1000 allows users to remotely
control the projecting PC from the display using “special” hand
gestures. (Special hand gestures are used in some game apps and
interactive whiteboard apps.)

e Please be aware that UolP needs to be enabled in the settings of
the MirrorOp Sender app before you use this function. [MirrorOp
Sender -> B -> Preferences -> Advanced -> (Remote USB
Support) -> Simulate as local USB]

(b) The portable version of the MirrorOp Sender app can locate and
connect to the target WiPG-1000 device automatically (if your
PC/Mac and the WiPG-1000 are on the same intranet). Guest users are
recommended to download the portable version as they can start a
presentation without any application installation or device discovery.

(c) Internal users are suggested to install the full version of MirrorOp
Sender if there are a number of WiPG-1000 devices deployed on their
company/school networks and they need to connect to different
WiPG-1000 devices from time to time. If they use the portable version,
the MirrorOp Sender app will automatically locate the original
WiPG-1000 device (via which the MirrorOp Sender app was
downloaded) and they may need to search for their target device

manually.




FW: 1.0.0.0
Resolution: 1024 x 768
WiFi Channel: 1
AP-Client: OFF

Make Pns Token

5) The screen saver mode will be activated if no sender device is connected.
The system will return to the standby status immediately when any

sender device is connected.
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Web Management

7.1 Home Page

1) Make sure your sender device connects to the WiPG-1000 successfully.

2) Open the browser of the sender device, and enter the IP address or
hostname of the WiPG-1000 in the address bar (URL bar) of the browser.
You can find the IP address and hostname on the standby screen of the
projector/display. [Default IP address is 192.168.100.10; default hostname
is “WiPG-1000-xxx" (xxx are the last three numbers of the MAC ID shown
on the bottom side of the WiPG-1000 device).]

Note:
If you want to enter the hostname in the URL bar, please put “http://"
before the hostname, such as http://WiPG-1000-78C.

wePresent WiPG-1000

wePresent English v

Download
Conference Control
Admin

WebsSlides

Click here to download the self-signed HTTPS certificate

BARCE®




7.2 Download

1) Select the “Download” function.

2) You can choose to download the installed version (full-function version)
or portable version of the MirrorOp (Sender) app for Windows (Windows
7/8/10) or Mac (macOS 10.9 and above). If you want to download the
installed version for Windows, an internet connection is required.

Note:
Please disable the “Smart Screen Filter” in the IE browser; otherwise you
might not be able to download the file.

wePresent > Download

Download

Conference Control Download MirrorOp Sender

Admin Full MirrorOp Function (an internet connection is required)

e WINDOWS|  MAC |

Note:
For Internet Explorer 8 and above, please disable the "SmartScreen Filter” first to
download and install this software.

Download MirrorOp Sender (Portable version)
Basic Mirroring Function

| WINDOWS | ‘ MAC |

7.3 Conference Control

1) Select the “Conference Control” function, and a list of connected sender
devices will be shown.
2) Enter the password and then click “Login”. (Default password: moderator)
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wePresent WiPG-1000

wePresent > Conference Control

Download
Conference Control User Name moderator
Admin -
Password | | Login |
WebsSlides
(Default password: moderator)
Name IP Address
CHRSH 10.102.31.63
rrainshao 10.102.3.78

BARCE®-

3) After login, you can see a user-list on the screen which indicates all the
users connected to the WiPG-1000.

wePresent WiPG-1000

wePresent = Conference Control

Conference Control [ Allow control from this page only.
Name Play Control IP Address
CHRSH =) 2)E])4])] 10.102.31.63
rrainshao E1)23]4]&8 10.102.3.78

4) There are three columns: “Name”, “Play Control” and “IP Address”.
5) Play Control: There are six buttons — (a) = (full screen); (b)




(upper-left quadrant of the screen); (c) (2’ (upper-right quadrant of the
screen); (d) 3 (lower-left quadrant of the screen); (e) 4 (lower-right
guadrant of the screen);
(f) (stop)

6) Uncheck the “Allow control from this page only”, and the centralized
control will be disabled, allowing users to project the screen to
WiPG-1000 freely.

7.4 WebSlides

1) Press the “WebSlides” button to enter the WebSlides page.
2) Enter the password if necessary.
3) Start to capture the current projecting screen.

7.5 HTTPS self-signed certificate

1) When you enter the IP address or hostname of the WiPG-1000 in the URL
bar of the browser, you will get a security warning message as shown
below. If you want to avoid HTTPS security warnings like this, you can
install a HTTPS self-signed certificate on your computer.

‘

| Privacy error

<« C' (X hitpsi//

Your connection is not private

Attackers might be trying to steal your information from rem.jsbin-dev.com (for example,
passwords, messages, or credit cards). | C HO VA

Advanced Back to safety

2) How to install the HTTPS self-signed certificate on your computer:

Below are the detailed instructions on how to install the certificate for
the Chrome/IE/Edge browser on Windows. To see the instructions on
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how to install the certificate for the Safari/Chrome browser on macOS or
for the Firefox browser, please go to
https://www.barco.com/support/knowledge-base/kb8277

a) Download the self-signed certificate file from the Home page of
wePresent Configurator.

wePresent WiPG-1000

wePresent

Download
Conference Control
Admin

Webslides

T nmE

Click here fo downioad the self-signed HTTPS centificate

b) The file name is : wePresent_HTTPS_Certificate.der.
c) Double click the *.der file in your computer.
d) Follow the on-screen instructions to proceed.

Iﬁ(ate |i|

General ‘ Details I Certification Pathl

ba Certificate Information

This CA Root certificate is not trusted. To enable trust,
install this certificate in the Trusted Root Certification
Authorities store.

Issued to: MX ROOT CA

Issued by: Mx ROOT CA

Valid from 2013- 09- 27 to 2023- 039- 24

[I.nsizll Cerﬁﬁ(zte.‘.] ‘ Issuer Statement

Learn more about certificates

o |



https://www.barco.com/support/knowledge-base/kb8277
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.
Certificate Import Wizard

-

Welcome to the Certificate Import
Wizard

This wizard helps you copy certificates, certificate trust
lists, and certificate revocation lists from your disk to a
certificate store.

A certificate, which is issued by a certification authority, is
a confirmation of your identity and contains information
used to protect data or to establish secure network
connections. A certificate store is the system area where
certificates are kept.

To continue, dick Next.

%

< Back [ Mext = ] [ Cancel

e) Please note that you should check the option “Place all certificates
in the following store” (and click “Browse”), instead of the option
"Automatically select the certificate store based on the type of

certificate".

Certificate Store

Certificate stores are system areas where certificates are kept.

Certificate Import

for the certificate.

Windows can automatically select a certificate store, or you can specify a location

xﬂuutumanca\\y select the certificate store based on the type of certificate

| (@) Place all certificates in the following store
Certificate store:

Learn more about certificate stores

< Back ” Next = ][ Cancel

f) Make sure that you select “Trusted Root Certification Authorities” as
the certificate store.
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Select Certificate Store ||

Select the certificate store you want to use.

| Personal -
EIRl Trusted Root Certification Authorities E
4| Enterprise Trust

4| Intermediate Certification Authorities

4| Active Directory User Object
T Trueted Puhlichers
4| 1 | »

Show physical stores

ok | [ conel |

P o

—_—

r

Certificate Import Wizard ‘ AR 'Ei
e e —

Completing the Certificate Import
Wizard

The certificate will be imported after you dick Finish.

‘fou have specified the following settings:
Certificate Store Selected by User [RETs L3I o=l
Content Certificate

4 m 3

h <Back || Fmsh | [ cancel ||

rsml:w'ﬂ'aming

& You are about to install a certificate from a certification authonity (CA)
L2,  claiming to represent:

WX ROOT CA

Windows cannot validate that the cerificate is actually from "WX ROOT
CA". You should confirm its origin by contacting "MX ROOT CA", The
following number will assist you in this process

Thumbgprint (shal): 65252027 SACAEISE 2AFEASEA ALF29440 DOBI1S4T

Waming:

i you install this root certifecate, Windows will automatically trust any
certificate issued by this CA. Installing a cerificate with an uncenfirmed
thumbpnint iz a secunty nsk, .)‘UU ehck "Yes™ you un:lnuwledggﬂus
riske

Do you want to install this cetificate?

Yes | HNo i

g) After the installation is complete, please close and restart your
browser.

h) Please note that you only need to install the certificate once for all
WiPG-1000 devices.




7.6 Admin

1) Click [Admin], and then enter the password to log in to the web admin
page. (Default Password: admin)

wePresent > Admin

Download
Conference Control User Name admin
Admin

WebsSlides

Password Login

(default password: admin)

I have read and accept the EULA

7.6.1 System Status

Click [System Status], and the current system status will be shown.
< Model Name >: WiPG-1000P

< Versions >
+ Firmware Version: version number of the installed firmware

< Network Status >

+ IP address: IP address of the WiPG-1000 device
+ Subnet Mask: subnet mask

+ Default Gateway: default gateway

+ Wireless MAC address: wireless MAC address

+ Wire MAC address: wire MAC address

< Connection Status >

+ Projecting Status: “Waiting for projecting” or “Projecting”

+ Total Users: the number of users logging into the WiPG-1000 device
+ Code: login code




< Date and Time >: "Date”, “Time"” and “Time Zone"

System Status Model Name WiPG-1000P
Device Setup Versions
Network Setup Firmware Version 23.0.10
0SD Setup Network Status
Change Passwords IP Address 10.102.3.163
Reset to Default Subnet Mask 255255268560
Firmware Update Default Gateway 10.102.31
WebsSlides Setup Wireless MAC Address BC:30:7E:DD:3F:37
Wire MAC Address 00:12:5F:16:67:8B

() Reboot System Connection Status

Projecting Status Waiting for Projecting
Total Users 0

Code 2069

Date and Time

Date

Time

Time Zone

BARGE®

7.6.2 Device Setup

Click [Device Setup], and the device setting items will be displayed.

< Device Setup >
+ Resolution: “Auto Detect (HDMI)" is the default setting
HDMI: 1280x720 (720p), 1920x1080 (1080i), 1920x1080 (1080p),
Auto Detect (HDMI)
VGA: 800x600 (SVGA), 1024x768 (XGA), 1280x768 (WXGA), 1280x800

(WXGA), 1360x768 (WXGA), 1440x900 (WXGA+), 1600x1200 (UXGA)
+ Code: You can select “Disable”, “Random”, or “Use the following code” to

set a specified 4-digit number as the login code.

< Date and Time Settings >
+ Choose “SNTP/NTP Server Synchronization” or “Disable” to specify the

time server or disable this feature.

Note: “SNTP/NTP Server Synchronization” is enabled by default. If you
disable this feature, the automatic firmware update may not run
on the correct schedule. .




*

*

Time Zone: Specify the time zone
Daylight Saving Time: Enable/Disable

< SharePod Pairing Settings >:

*

Choose “Apply wePresent’'s WiFi settings” or “Apply the following WiFi
settings”. (If you choose “Apply the following WiFi settings”, input the
SSID to which the SharePod should connect.)

Encryption: The default setting is “Disable”. (If you have entered the SSID
manually, you can also choose “WEP”, “WPA AES", “WPA2 AES”, “WPA
TKIP”, or “WPA2 TKIP".)

Key: If the “Encryption” function is enabled, you have to set a key value
according to the encryption mode you have selected.

< AirPlay >

*

“Enable” or “Disable” the AirPlay feature.

Note:

*

If a login code is set on the WiPG-1000 device, you will be asked for a
password when you use AirPlay on Mac or iOS devices. Please enter
the same login code in the AirPlay password dialog box.

The AirPlay protocol does not support the moderator functions. After
moderation (conference control) is enabled, users’ attempts to
connect to the WiPG-1000 via AirPlay will be rejected. Thus, if you
want to use AirPlay, you need to connect your sender device to the
WiPG-1000 before moderation is enabled. However, once stopped,
AirPlay projection cannot be restarted in the moderation mode.

< Apply >

*

Confirm and save all changes.

< Cancel >
Cancel all changes.

*




wePresent > Admin > Device Setup

System Status Resolution Auto Detect (HDMI) v

Device Setup )
Device Setup Disable
Network Setup Code * Random
05D Setup Use the following code (0-9)
Change Passwords SNTP/NTP Server Synchronization '®' Disable

Reset to Default Server

Firmware Update LastSync Tme  —
Webslides Setup E:{-T"i:;f Time i 7one (GMT) 6:00 (Beiing, Chongaing, Hong Kong, Taipsi) ¥

Daylight Saving .
() Reboot System T Enable ‘® Disable

Date =
Time -

*! Apply wePresent's WiFi settings ' Apply the following WiFi settings

SSID
SharePod
Pairing settings Encryption Disable v

Key
¥ Hide characters

AirPlay ® Enable ' Disable

Apply | Cancel

7.6.3 Network Setup

Click [Network Setup], and the network setting items will be shown.

<Note: The network configuration of WiPG-1000 is automatic via DHCP>
The default setting of the WiPG-1000 is DHCP client. When the WiPG-1000
is connected to a LAN that already has a DHCP server present, the
WiPG-1000 takes an IP address assigned to it by the server. When the
WiPG-1000 is connected to a LAN that does not have a DHCP server, the
WiPG-1000 can become the DHCP server in the network.

< |IP Setup >

+ You can select “obtain an IP address automatically” or “Use the
following IP  address”

+ |IP Address: The default value is 192.168.100.10.
+ Subnet Mask: The default value is 255.255.255.0
+ Default Gateway: The default value is 192.168.100.10
+ DNS Server: The default value is 192.168.100.10

< DHCP Server Setup >
+ You can select “Auto” (Enable/Disable the DHCP Server) or “Disable”
+ Start IP: The start IP address of the DHCP Server

+ EndIP: The end IP address of the DHCP Server
+ Subnet Mask: The default value is 255.255.255.0
+ Default Gateway: The default value is 192.168.100.10




*

DNS Server: The default value is 192.168.100.10

< Wireless Setup >

*

*

Wireless LAN: The default value is “Enable”.

Host Name and Domain Name: The default name is
"WiPG-1000-xxx"(xxx are the last three numbers of the MAC ID
shown on the bottom side of the WiPG-1000 device).

Note:

- The hostname can only contain the characters A through Z, a
through z, 0 through 9, and hyphen (-). All characters must be
written without any space in between.

- The hostname cannot start or end with a hyphen (-).

- The SSID will be the same as the hostname.

SSID Broadcast: The default value is “Enable”

Band: The default value is “2.4 GHz" ( the “5 GHz" option is
available in some regions)

802.11 mode: The default value is “2.4G B/G/N mixed”

Channel: The default value is “Auto” (you can also choose to set a
fixed channel). The “Auto” option means that after the WiPG-1000 is
powered on, the system will scan all the wireless channels and select
a clear channel automatically.

Encryption: The default value is “Disable” (you can also choose “WEP”,
“WPA" or “"WPA2")

Key: If the “Encryption” function is enabled, you have to set a key
value according to the encryption mode you selected

Channel Bandwidth: “20MHz" or “Auto” (20MHz/40MHz) [The default
value is “Auto”]

< AP Client >

*

*

*

Connect to Existing AP: The default value is “Disable” (if you choose
“Enable”, input the SSID of the existing AP you want to connect to).
Encryption: The default value is “Disable” (if you “Enable” the
“Connect to Existing AP” function, you can select “WEP”, “WPA AES”,
“WPA2 AES”, “WPA TKIP” or “WPA2 TKIP")

Key: (If the “Encryption” function is enabled,) you have to set the “Key”
value according to the encryption mode you selected.

< Gatekeeper >

*

You can choose “All Pass”, “All Block”, or “Internet Only” [The default

value is “All Pass”]




< Apply >
+ Click the "Apply” button, and follow the reboot instructions as they
appear on the screen (for the modifications to take effect).
< Cancel >
+ Cancel all the modifications

wePresent = Admin > Network Setup

SelesSiatus ® Ohbtzin an IP address automatically ) Use the following IP sddress
Davice Setup
IF Address w2 18 [[100 |.[10
Network Setup
SNMP Setup IF Setup Subnet Mask 255 | 285 |[285 ||o
0SD Setup Default Gateway s [1es [[1o0 |.[10
Change Passwords DNS Sarver 192 188 | |100 |10
Reset to Default ® Aute O Disable
Firmware Updat
T Stant IP [1ez |[ee |[tea ][]
WebSlides Satup
e ety EMdP [te2 | [es  J[taa  |[2s¢ ]
(1) Reboot System = Subnet Mask ER = |
Default Gateway [1ez |[ee |[tea [0 ]
DNS Server ez |[[188__|[1ee_|.[im
Wirsless LAN

Host Name and Domain Mame
[WiFG-1000-788 |

® Enable

O Disable

ST T ® Enatle O Disatls

2 ®zacHz O 5oz
Wireless Setup 802.11mode

Channel

Encryption

Key

*|Hide characiers
Channel Bandwidth ) 200Hz ® Auta
Connect to Existing A Exieting AP 551D
p

O Enable -
® Disable n
Ap Client
Encryption Dizable w
Key
' Hide characters
GateKeeper ®) Al Fass O Al Block O Intemet Only

7.6.4 SNMP Setup

< SNMP V3 >
« Enable/Disable the SNMPV3 service.
« User Name: configure the user name to manage this device via
SNMP.
o Auth Password: configure the Auth password.
o Priv Password: configure the Priv password.

« Trap Destination: configure the IP address of the trap receiver.




< Apply >
« Confirm and save all changes.

< Cancel >
« Cancelall changes.

wePresent > Admin > SNMP Setup = Logout

System Status ® Enable  Disable

Device Setup

Username admin
Network Setup
SNMP Setup SNMP Auth Password(MD5) ,
0OSD Setup Hide characters
Change Passwords Priv Password(DES) ,
Reset to Default Hide characters
Firmware Update Trap Destination 0 .0 |0 .0
WebSlides Setup Y ro—

(1) Reboot System

Note: You can download the SNMP MIB file from
https://www.barco.com/en/support/wepresent-wipg-1000/drivers

7.6.5 OSD (On-Screen Display) Setup

Click [OSD Setup], and you can change the standby image

< Change Standby Image >
+ Restore to default: Restore the standby image to the default one.
+ Browse: Browse and choose an image file you wish to display on the
standby screen.
+ Image File Upload: Upload the image file you selected.

< Display Option >
+ Device Information: “Show All” or “Hide All" [The default value is
“Show All"]
+ User-List: “Enable”(show the user-list) or “Disable” (hide the user-list)




[The default value is “Enable”]

+ Connection Info: “Enable” (show the overlay connection info) or
“Disable” (hide the overlay connection info) [The default value is
“Enable’]

+ Font Color: Adjust the font color of system information [The default
value is white (#FFFFFF)]

+ Screen Saver Settings: (a) “Enable” or “Disable” the screen saver [The
default value is “Enable”; (b) Configure the “Idle Time" (minutes) [The
default value is 5 mins.]

Note:

« The image file for screen saver needs to be in PNG format and
the maximum file size is 500K.

« Recommended image resolution for screen saver: 256x128.

wePresent > Admin > OSD Setup = Logout

System Status Image Name Default
BaacelSetup Restore to default
Network Setup
File Name Browse...
0SD Setup Change Standby Image
Change Passwords Image File Upload
Reset to Default The image file need to be PNG format and the maximum file size is
. 5MB.
Firmware Update (Recommended image resolution: 1920X1080)
WebSlides Setup Device Information @ Show All O Hide All
User-List ® Enable O Disable
() Reboot System -
Connect info ® Enable O Disable
Display Option Font color #FFFFFF
Screen Saver ® Enable O Disable
Settings idle Time (Minutes)
ApPly
BARCE®

7.6.6 Change Passwords

Click [Change Password], and you can change the password settings.
(Length: up to 8 characters)




< Conference Control >
<Enter New Password>: Enter the new password you want to use
for “Conference Control”.

<Confirm New Password>: Confirm the new password by entering
it once again.
<Apply>: Confirm and save the new password.

< Admin >
<Enter New Password>: Enter the new password you want to use
for “Admin”.

<Confirm New Password>: Confirm the new password by entering
it once again.
<Apply>: Confirm and save the new password.

wePresent > Admin > Change Passwords [ Logout

System Status
Conference Control

Device Setup
Enter New Password I:I

Network Setup Apply
05D Setup Caonfirm New Password
Change Passwords Admin
Reset to Default Enter New Password
Firmware Update Apply

Confirm New Password
WebsSlides Setup

(1) Reboot System

7.6.7 Reset to Default

Click [Reset to Default] to restore your WiPG-1000 device to the factory
default settings.

<Apply>: Confirm to perform the reset.

*** To perform a hard reset to restore your WiPG-1000 device to the




factory default settings, please follow the below procedures:

A. Long press the reset button (on the bottom side of the
WiPG-1000) and hold.

B. Turn on the WiPG-1000 and wait for over 10 seconds until
the LED indicator turns green.

C. Release the reset button.

D. The WiPG-1000 will be restored to the factory default
settings.

wePresent > Admin > Reset to Default = Logout

System Status

Device Setup
Network Setup Reset to Default
0SD Setup This will restore the device to the factory default settings.

Change Passwords

Reset to Default
Firmware Update Apply

WebSlides Setup

(1) Reboot System

7.6.8 Firmware Update

Click [Firmware Update] to import/export the system configuration and
update the firmware.

< System Configuration >
+ Export: Export the current system configuration to a configuration
file
+ Import: Import a system configuration file to WiPG-1000

< Firmware Update >
+ There are three ways to update your firmware:
(a) <Check for update>: Click “Check for update”. If a new firmware
is available, you can perform the firmware update right away.




a A
Message from webpage \ﬁ|

New firmware is available. (Version 2.2.4.3).
Do you want to update now?

OK J ‘ Cancel

(b) <Manual Firmware Update>: Firstly, you have to get the latest
firmware file from your vendor. Then, click “Browse” to select the
firmware file you need, and click “Update” to perform the update.

(c) <Automatic Firmware Update>: To schedule automatic firmware
update, check the checkbox in front of “Check on schedule” and
select the desired time slot for the update (please make sure that
the Base Unit will not be in use during that time slot). If you want
to be prompted for confirmation before the firmware update is
performed, check the checkbox in front of “Ask for confirmation
before installing the firmware update”. [Both checkboxes are
checked by default. The time slot is set at 00:00-01:00 by
default.]

Note: Make sure that “SNTP/NTP Server Synchronization” is
enabled and the correct time zone is specified in
“Device Setup”. Otherwise, the automatic firmware
update may not run on the correct schedule.
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wePresent WiPG-1000

wePresent > Admin > Firmware Update

System Status System Configuration

Export System configuration

Device Setup

Network Setup

0OSD Setup
change Passwords Firmware Update
Reset to Default T 2904 -Che(;k —

Firmware Update Release Date 20180319

Fil Name
Manual Firmware Update

() Reboot System Please disconnect all devices from the base unit before the
firmware updatell

Webslides Setup

e S V] Ask for confirmation before installing the firmware update
omatic Firmware
Update Check on schedule

Check between | 00:00 - 01:00 v
roo

wePresent WiPG-1000

wePresent > Admin > Firmware Update

i ﬁi Please wait while System burns new firmware into your device.
J Warning. It needs to take 510 minutes to burn the ke you transferred mto flash memory. During this
period, any interrupt such as shut down or reboot the system will cause system crash!!

Update Progress. & 26%

BARCE®

& Warning: Do not power off the WiPG-1000 while the firmware update

is in progress; otherwise your WiPG-1000 device may crash and you have to
return the device to your vendor for repair.

7.6.9 WebSlides Setup

Click [WebSlides Setup] to set up the WebSlides function.

< Auto Refresh Interval >: Choose “Manual Refresh”, “10", “20", “30", “45",




“60" or “90" seconds refresh interval

" ou

< Access Password Control >: Choose “Disable”, “Use the same password as
Code” or “Use the following Code”

wePresent > Admin > WebSlides Setup = Logout

System Status ® Manual Refresh

Device Setup 10 *recommended maximum concurrent users. (10)
20 *recommended maximum concurrent users. (15
Network Setup Auto Refresh Interval ) i (1%
{second) 30 recommended maximum concurrent users. (20)
OSD Setup 45 *recommended maximum concurrent users. (25)
Change Passwords 60 *recommended maximum concurrent users. (30)
Reset to Default 90 *recommended maximum concurrent users. (35)
Firmware Update ® Disable
i Access Password Control Use the same password as "Code"
WebsSlides Setup Use the following Code: (0-9)
Note
() Reboot System If there are more than 10 concurrent WebSlides users, it is recommended to connect WIPG-

1000P to your company network via Ethernet, or set up a wireless router to connect to WiPG-
1000P . Users should connect their devices to WiPG-1000P via their company network or a
wireless router in order to secure the projection performance.

Apply | Cancel
BARC®-

Note:

It is important to realize that all the WebSlides users consume wireless
bandwidth. If there are more than 10 concurrent WebSlides users, it is
recommended to connect WiPG-1000 to your company network via
Ethernet, or set up a wireless router to connect to WiPG-1000. Then, users
should connect their devices to WiPG-1000 via their company network or a
wireless router in order to secure the projection performance. The number
of concurrent WebSlides users should not exceed the recommended
number shown on the Webslides Setup page (displayed as above) to avoid
connection failure or poor projection performance.

7.6.10 Reboot System

1) Click [Reboot System], and you can restart the system.

¢ <Reboot>: Reboot the system automatically
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wePresent WiPG-1000

wePresent > Admin > Reboot System

System Status
Device Setup
Network Setup Reboot System
0SD Setup This will reboot the device immediately.

Change Passwords

Reset to Default

Firmware Update

WebSlides Setup

() Reboot System

BARCE®

7.6.11 Logout

1) Click [Logout] (on the upper-right corner of the screen), and you can log
out of the WiPG-1000.

wePresent WiPG-1000

wePresent > Admin > Reboot System

System Status
Device Setup
Network Setup Reboot System
0SD Setup This will reboot the device immediately.
Change Passwords
Reset to Default

Firmware Update

WebSlides Setup

() Reboot System
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Using MirrorOp (Sender) to Start Projection

8.1 Start the MirrorOp application

Windows:

1) Click the MirrorOp icon on the desktop to execute the application.
2) It will start to search for the WiPG-1000 device automatically.

&= WiPG-1000 m

,-ﬁ' Input hostnamea or IP
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3) Click on the WiPG-1000 device and enter the login code shown on the
display.

516]7]8]

CANCEL 0K

4) Click the “PLAY" I3 button to start the screen sharing.

WiPG-1000

Ry

>

Mac:

1) Click on the MirrorOp icon from the Applications folder to execute

the application.

2) It will start to search for the WiPG-1000 device automatically.
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=4 WiPG-1000 m

J" Input hostname or IP

3) Click on the WiPG-1000 device and enter the login code shown on the
display.

[ Mirrorop

L 3

5]6]7]s8]

CANCEL 0




4) Click the “PLAY" I3 button to start the screen sharing.

WiPG-1000

Huusdy

>

8.2 Main User Interface of MirrorOp (Sender)

Collapse/Expand the Info Panel Minimize the User Interface

Settings ~——— Exit/Close the Application
WiPG-1000
Himmdy
Expand/Collapse ~ M ”
Device List

Full/Split Screen

Display on full screen

Start/Stop Projection Sound/Mute

Display on top-left
Display on top-right
Display on bottom-left

H
me
H=
==
H

Display on bottom-right




8.3 A Complete User's Guide on MirrorOp (Sender)

1) For a complete user's manual on MirrorOp (Sender), click the “Settings”

icon E on the upper-left corner of the info panel. Then, click “About” in

the menu bar.

Preferences...

Check for Updates...
Magnify

Activate...

Disconnect
About

Quit

2) Click “Get Help” on the lower-right corner of the screen, and then you
can view the “MirrorOp User’'s Manual”.

) Preferences
B « © BE= o

General Favorites Advanced HotKey

[

MirrorOp

Version: 1.0.64

Copyright © 2016 MirrorQp. All rights reserved.

MirrorOp Start Guide Visit MirrorOp Website Get Help

Note: You can also download the User's Manual for MirrorOp (Sender)
from https://www.barco.com/en/product/wepresent-wipg-1000.
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Use the SidePad Function with MirrorOp

Receiver

1) Introduction: SidePad is a feature that allows controlling the presenting
PC/Mac from an iOS/Android device running the MirrorOp Receiver app.

Display

Tablet/Smartphone

PC/Mac *  HDMI/VGA Cable
: 3

. ‘ i
S g R
(Projection) ((t u’)) | ;7 %
; % (Remote Control)

(Projection)

2) How to use the SidePad function:

A. PC/Mac running the MirrorOp (Sender) app

e Click the “Settings” icon E on the upper-left corner of the info

panel.

Then, click “Preferences” in the menu bar.
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Preferences...

Check for Updates...
Magnify
Activate...

Disconnect
About
Quit

¢ Input hostname or IP

e Check “Allow controlling from tablets”

H « & B 0

General Favorites Advanced HotKey About

Mame: CHRSH

Functionsl Allow controlling from tablets/smartphones (passcode: 1111)

|1 Allow screen projection to be redirected to browsers

Allow control inputs from receivers

Audio: [¥] Mute PC audio when projecting

Others: [] Always on top
Automatically check for updates

Check For Updates

OK Cancel

e Set the passcode (default passcode: 1111)




Passcode

b (temporary)
I Allow control inputS§from receivers

Audio: [¥] Mute PC audio when projecting

Others: [] Always on top
V] Automatically check for updates

Check For Updates

B. Tablet/Smartphone running the “MirrorOp Receiver” app

Android

¢ Install the “MirrorOp Receiver” app from the Google Play store.

e Open the “MirrorOp Receiver” app. Long-press the Menu button
on your Android device, and click “Settings”.

®

Receiver Name:
rrainshao Android MirrorOp Receiver
el
S

Waiting Connection at:

10.102.7.52

Settings Send Problem Log Register Benchmark

e Check “Search for senders on start”.




A © 7 .l 00% M 13:52
Receiver Setting

Mute

Mute Floating Window

Disable remote control
Disable Floating Window

Search for senders on start

e Close MirrorOp Receiver and re-open it.
e You will see the name of the PC/Mac with the MirrorOp (Sender)
app installed.

Choose a computer to control. Cancel to

dismiss
CHRSH

e Select which PC/Mac you want to control and enter the passcode you
set earlier.

Passcode.

Enter the code to connect to:
CHRSH




42 I WIiPG-1000 User’s Manual

e Now you are able to remotely control the Mac/PC from your
tablet/smartphone.

i0S
e Install the “MirrorOp Receiver” app from the Apple App store.

e Go to “Settings” @ on your iOS device, and click “(MirrorOp)

H n
Receiver”.
Pad 7 2:41PM 65% =0
Settings General
Tencent Weibo
About
@8 calculator ProFree Software Update
€ chrome
D Documents Spotlight Search
& Drive
Accessibility
%% Dropbox
il
) Gmat Gestures ()
& Google Use four or five fingers to:
« Pinch to the Home Screen
= Swipe up to the App Switcher
a Google Maps = Swipe left or right between apps
HyRead USE SIDE SWITCH TO:
MirrorOp Lock Rotation
=] myMail Mute M
% Vid Rotation Lock is available in Control Center.
myVideo
OneDrive Storage & iCloud Usage
PDF Reader Background App Refresh
E[‘I QR Scanner
Auto-Lock 2 Minutes
hd
u Twitter Restrictions off
Word Lock  Unlock @)
Automatically lock and unlock your iPad when you close
3 YouTube and open the iPad cover.

e Enable “Search for senders on start”.




iPad = 2:56 PM 6a% =)

Settings Receiver

W Tencent Weibo -
‘ ISearch for senders on start C/ I

Calculator Pro Free Disable Remote Control

Chrome
Documents
Drive
Dropbox
Gmail
Google
Google Maps
HyRead

MirrorOp

m@g}ﬂ @ I ¢ ¢ oo @

myMail
myVideo
OneDrive
PDF Reader

QR Scanner

Fl2@0F

?

o
Z

2
S
X

B YouTube

e Open the “MirrorOp Receiver” app.
e You will see the name of the PC/Mac with the MirrorOp (Sender) app
installed.

Choose a compater to control. Cancel to dismiss.

CHRSH

e Select which PC/Mac you want to control and enter the passcode you
set
earlier.
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Passcode
Enter the code to cennect to:
CHRSH

e Now you are able to remotely control the Mac/PC from your
tablet/smartphone.




1 O Launch WebSlides

Introduction: The Webslides function allows the presenter (PC/Mac with
the MirrorOp Sender app installed) to broadcast the projecting
screen/slides to the audience (multiple login devices) during a
presentation, so that the audience can save the slides for note-taking
later.

Note: The WebSlides function is not available when the Quad-Screen
mode is on.

lIII

_ _
{Windows/Mac)
ll| L] G

(Windows/Mac) (Tablet/iPad) {Android/10s)

- Connect your mobile device to the WiPG-1000 via WiFi or LAN

- Open your web browser, and enter the IP address of the WiPG-1000

- View the presenting slides on your device...save the slides as JPG files for
note-taking, annotation or others

- A new way of paper-less meeting

1) Presenter:
e  Your PC/Mac needs to connect to the WiPG-1000 device via WiFi or
LAN.
e Make sure the Webslides function is enabled by the MirrorOp
Sender app.
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B « © BB 0

General Favorites Advanced HotKey About

Name: CHRSH

Functions: [#/] Allow controlling from tablets/smartphones (passcode: 1111)
Allow screen projection to be redirected to browsersl

Allow control inputs from receivers

Audio: [¥] Mute PC audio when projecting

Others: [[] Always on top
Automatically check for updates

Check For Updates

0K Cancel

2) Audience:
¢ The audience also need to connect to WiPG-1000 via WiFi or LAN.
¢ Open the browser of the audience’s login devices, and enter the IP
address of WiPG-1000 in the address bar of the browser. [Default IP
address is 192.168.100.10]
e The below image will appear on the audience’s devices. Click
“Websildes” on the middle-left of the screen.

wePresent WiPG-1000

wePresent

Download
Conference Control
Admin

WebSlides
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The audience will see the below image on their devices, and they
can start to receive the projecting screen/slides. They can save the

projecting screen (for note-taking later) by clicking &) in the

menu bar at the top of the screen

Ready ((o
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Wall-Mount Kit

1. Insert the two short screws ( L] ) into the two holes on the

bottom side of the WIPG-1000. [Remember to place the two

plastic washers ('@) between the two short screws ( ¥ ) and the

WIPG-1000.]
2. Install the mounting bracket on the wall with the four long

screws ('g).
3. Secure the WIPG-1000 to the mounting bracket.

fr' Short Screw X 2 %r
/'J"'\ e
(®) Plastic Washer X 2 (%)
— M
F N " 1

O

Mounting : Long Screw X 4
Bracket \
Wall




1 2 Frequently Asked Questions

Q: Why can’t | access the WiPG-1000 web Ul (user interface) through a web
browser?
A: This may be because your sender device (PC/Mac/mobile device) and the
receiver device (WiPG-1000) are not on the same intranet. In order to

troubleshoot this, you can try any of the following:

e Setthe WiPG-1000 as an access point (AP), and connect your sender
device to the WiPG-1000's WiFi.

e« Connect your sender device to the WiPG-1000 via a router.

e Use an Ethernet cable to connect your sender device to the
WiPG-1000.

Q: Why can’t the MirrorOp app find the WiPG-1000 device?
A: This may be because your sender device ((PC/Mac/mobile device) and the
receiver device (WiPG-1000) are not on the same subnet. In order to fix

this issue, you can try any of the following:

e Setthe WiPG-1000 as an access point (AP), and connect your sender
device to the WiPG-1000's WiFi.

e« Connect your sender device to the WiPG-1000 via a router, and make
sure they get an IP address automatically (via DHCP from the router).

e Use an Ethernet cable to connect your sender device to the
WiPG-1000.

To check if your sender device and the WiPG-1000 are on the same

subnet, you can compare the IP address of the sender device with that of

the WiPG-1000 (shown on the standby screen of the projector/display).




They should be identical in the first three sections, and only differ in the
last section. For example, the IP address of the sender device is

192.168.100.11 while that of the WiPG-1000 is 192.168.100.10.

Q: What can | do if my network does not allow the sender and receiver

devices to be on the same subnet?

A: This sometimes happens in the network configurations of schools or
offices where you just cannot change the settings of the networks you
can connect to. If the receiver device (WiPG-1000) is not on the same
subnet as the sender device (PC/Mac/mobile device), you can manually
enter the IP address of the receiver device in the “Input hostname or IP”
field (on the user interface of MirrorOp) in a bid to locate the WiPG-1000.

&= Conference Room 1

&=, Mesting Room 102
=i Meeting Room 103

No compatible receiver found. Meeting Room 104
Please check your network cennection B 9
and try again

¢ Input hostname or IP

MirrorOp Sender MirrorOp Presenter

Q: Why does the WiPG-1000 lag from time to time?

A: This may be caused by WiFi interference. Our advice is as follows:

e If there are multiple wireless APs on your company/school network, it
is recommended that your sender device (PC/Mac/mobile device)
should connect to whichever AP has the strongest signal.

« If your sender device connects to the WiPG-1000's WiFi (the

WiPG-1000 acts as an AP), make sure that your sender device is not




too far away from the WiPG-1000 and avoid the physical interference
(such as wall and other solid objects) in the wireless coverage.

e If multiple APs on your company/school network use the 2.4GHz
band (note: the WiPG-1000 uses the 2.4GHz band by default), try
your best to have them use different WiFi channels. Channel 1, 6, and

11 are recommended as they are the only non-overlapping channels

in the 2.4GHz band.

Q: Why does the WiPG-1000 still lag when my sender device and the

WiPG-1000 are connected via LAN?

A: This may be caused by insufficient bandwidth. A common scenario is that
when you project a high-resolution photo/video from your computer to
the display, a “yellow turtle” icon appears on your computer screen, which
denotes lagging in performance. You may try lowering your computer’s
resolution before starting the projection in order to fix this problem.




1 3 Disposal Information

Disposal of the product
(Waste Electrical and Electronic Equipment)

hid

EEE This symbol on the product indicates that, under the European

Directive 2012/19/EU governing waste from electrical and electronic
equipment, this product must not be disposed of with other municipal waste.
Please dispose of your waste equipment by handing it over to a designated
collection point for the recycling of waste electrical and electronic
equipment. To prevent possible harm to the environment or human health
from uncontrolled waste disposal, please separate these items from other
types of waste and recycle them responsibly to promote the sustainable
reuse of material resources.

For more information about recycling of this product, please contact your
local city office or your municipal waste disposal service. For details, please

visit the Barco website at: http://www.barco.com/en/AboutBarco/weee.



http://www.barco.com/en/AboutBarco/weee

1 4 Open-Source and Third-Party

Software Used in WiPG-1000

WiPG-1000 utilizes open-source and third-party software components,

which are licensed by their respective owners as indicated below.

Open-Source Software

Name Version From Licensing Terms Modified
/ Used
busybox 11.2 http://www.busybox.net/ GPL 2.0 used
bridge-utils 1.2 http://linux-net.osdl.org/index.php/Ma | GPL used
in_Page
uClibc 0.9.26 http://www.uclibc.org/about.html LGPL used
wireless_tools 2.6 http://www.hpl.hp.com/personal/Jean | GPL 2.0 used
Tourrilhes/Linux/Tools.html

iptables http://www.netfilter.org/ GPL used

directfb 1.4.0 http://www.directfb.org/ LGPL Used

Linux Kernel 2.6.32 Google GPLv2 Modified

Boost 1.57_0 http://www.boost.org/ Boost Software License 1.0 | Used
http://www.boost.org/user
s/license.html

Crypto++ 5.6.3 https://www.cryptopp.com/ Boost Software License 1.0 | Used
https://www.cryptopp.com
[License.txt

OpenSSL 1.0.2 https://www.openssl.org/ https://www.openssl.org/s | Used
ource/license.html

base64 NA https://github.com/ReneNyffenegger/ | zlib Used

cpp-base64
Third-Party Proprietary Software
Name Version From Licensing Terms Modified
/ Used
Page Viewer 2.4.31 Artifex Used

DevKit (PVDK)



http://www.busybox.net/
http://www.busybox.net/
http://linux-net.osdl.org/index.php/Main_Page
http://linux-net.osdl.org/index.php/Main_Page
http://linux-net.osdl.org/index.php/Main_Page
http://linux-net.osdl.org/index.php/Main_Page
http://www.uclibc.org/about.html
http://www.uclibc.org/about.html
http://www.hpl.hp.com/personal/Jean_Tourrilhes/Linux/Tools.html
http://www.hpl.hp.com/personal/Jean_Tourrilhes/Linux/Tools.html
http://www.hpl.hp.com/personal/Jean_Tourrilhes/Linux/Tools.html
http://www.hpl.hp.com/personal/Jean_Tourrilhes/Linux/Tools.html
http://www.netfilter.org/
http://www.netfilter.org/
http://www.directfb.org/
http://www.directfb.org/
http://www.boost.org/
http://www.boost.org/
http://www.boost.org/users/license.html
http://www.boost.org/users/license.html
http://www.boost.org/users/license.html
http://www.boost.org/users/license.html
https://www.cryptopp.com/
https://www.cryptopp.com/
https://www.cryptopp.com/License.txt
https://www.cryptopp.com/License.txt
https://www.cryptopp.com/License.txt
https://www.cryptopp.com/License.txt
https://www.openssl.org/
https://www.openssl.org/
https://www.openssl.org/source/license.html
https://www.openssl.org/source/license.html
https://www.openssl.org/source/license.html
https://www.openssl.org/source/license.html
https://github.com/ReneNyffenegger/cpp-base64
https://github.com/ReneNyffenegger/cpp-base64
https://github.com/ReneNyffenegger/cpp-base64
https://github.com/ReneNyffenegger/cpp-base64
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